“Twitter Login” plugin for Kentico

Step 1: Generate Twitter Consumer Key and Consumer Secret
Perform the steps below to generate Twitter keys:
a. Open the link https://apps.twitter.com/
b. Create an application with following details
· *Name:  Enter the name of your Twitter application
· *Description: Enter the description of the application you are creating
· *Website: Enter the URL of the website in which you are going to use this application (for the sites running on localhost please enter "http://127.0.0.1")
· Callback URL: Enter the call back URL, the URL which you want to be redirected after authorization
(Where should we return after successfully authenticating?)
· Check the Terms & Condition checkbox and click "Create your Twitter application"
· On the "Keys and Access Tokens" tab you can find the 
Consumer Key (API Key) 
Consumer Secret (API Secret)
Note: Please copy it down, we need to fill it when we are going to configure our plugin 
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Step 2: Import both downloaded package in Kentico site
             https://docs.kentico.com/k11/deploying-websites/exporting-and-importing-sites/importing-a-site-or-objects

Step 3: Add "Twitter Login" webpart to the page
Step 4: Configure Webpart in CMS
a. Go to "Design" tab and click on "Twitter Login" to configure
b. Under the "General" section of webpart properties fill the following details:
1. Consumer Key (mandatory): Required for authentication on oAuth api
2. Consumer Secret (mandatory): Required for authentication on oAuth api
3. Call Back URL (mandatory):  CallBack URLs are part of this integration in order to provide directions on where a user should go after signing in with their Twitter credentials. This field can be set for each of your different apps on the apps.twitter.com website.                                                                               Note: In general, the CallBack URL will be same page where webpart will be added.
Example: http://sitedomain/wepartpagename
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[bookmark: _GoBack]Note: This web part is developed on Kentico 11 with hotfix 24
Step 5: Configure "Module" in CMS
a. Open "Module" tab
b. Click to edit "Membership" module
c. Go to "Classes" from side menu and click to edit "cms.usersettings" class
d. Click on "Fields" in side menu and add following field:
1. Field name: UserTwitterID
2. Data type: Text
3. Check "Display in editing form"
4. Add a "Field Caption"
5. Form Control: Text Box
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Congratulations!! You are ready to use Twitter Login in your website.
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